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FOREWORD BY THE ORGANISERS

We are delighted to present you the seventh edition of international conference
papers of the PhD students and young researchers. This year once again the
international conference has been devoted to very live and challenging topic “Law
2.0.: new methods, new laws".

Law is traditionally conceived of as a slow moving, incremental, and
conservative sphere and profession. Today is obvious that technology is rapidly
transforming both the practice and nature of law. Technology, design, and social
innovation are being applied within the legal services and it is usually acknowledged
that methods of law and techniques of law making are also impacted. It is obvious
that there is a necessity to discuss on scientific level new legal techniques.
Conference papers address the methodological transition in law implied by
technological development.

Diversity of topics and countries represented in the conference shows that in
2014 established International Network of Doctoral Studies in Law by Vilnius
University Faculty of Law, Frankfurt am Main J.W. Goethe University Faculty of Law,
Paris Nanterre University Faculty of Law and Lodz University Faculty of Law and
Administration already created an international platform to develop academic and
scientific activities, to enhance quality of doctoral studies in law and to help the
interchange of information and ideas among PhD students and professors.

We hope that while we wait for the next year conference, this edition of papers
will be a perfect way to deepen knowledge in many modern aspects of law and will
be helpful for students, scholars and practitioners in different fields of interest.
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THE OPENING OF PUBLIC DATA IN THE EUROPEAN UNION

Vincent Annequin’

Abstract

Data holds an important place in our societies, it has become a basic element for
many activities, such as scientific research or administrative decision. In the 21th century,
accessing strategic data appeared as a necessity and became one of the main challenges
for most European legal systems: free and unconditional access to these data must be
guaranteed by law.

Among these important data, public data seems to be special. Indeed, being produced
and / or held in the context of general interest missions, and often financed by taxes, these
data seem naturally important and necessarily open. However, national laws organising the
opening of public data are generally recent and are not immune to certain recurring
criticisms, particularly in terms of transparency of the algorithms or in terms of protection of
personal data. Also, some European-wide initiatives question the impact of the European
law on the opening of public data.

Keywords: Open data, Public data, transparency, administration, re-use.

Introduction

According to the European Commission, “data is the fuel that drives the growth of
many digital products and services. Making sure that high-quality, high-value data from
publicly funded services is widely and freely available is a key factor in accelerating
European innovation in highly competitive fields such as artificial intelligence requiring

access to vast amounts of high-quality data”.?

To study the opening of public data in the European Union (EU), the first step is to
clarify the core of this subject: the data. Data has many definitions: it is both a piece of
information® and the support of this information. In this way, data can take many forms: the
main one is obviously the digital one, but data, taken as a piece of information, can be a

'PhD candidate in Public Law, Université Paris Nanterre, Centre de recherche en droit public (CRDP).
Dissertation’s topic: “Service public et intelligence artificielle” [Public service and artificial intelligence].
Research  Interests: Public Law, Public Procurement Law, Digital Law. Email:
vincent.annequin@live.fr

2 European Commission — Press Release “Digital Single Market: EU negotiators agree on new rules
for sharing of public sector data” [2019].

% J.-B. Auby, « Fasc. 109-30 : Données Publiques. — Définitions. Principes. Orientation » [2018] JCP
A 13: Jean-Bernard Auby uses the expression “atom of information”.



paper, a number, or even a fact.* This second dimension of data is very important when it
comes to the opening of public data, because administrations can use this definition to
refuse to open its data, because it is not a digital one. The current digital revolution, based
partly on the development of smart grids and on the use of artificial intelligence, gives data
an increasing importance: the production, the recording and the improvement of data is the
first condition to have efficient smart grids and artificial intelligence. Data is the “fuel’ of the
second digital revolution. This phenomenon also explains why “Big data” is one of the
biggest concern nowadays.’

Secondly, it is necessary to make a clear distinction between the Open data, and the
opening of public data. In 2014, the French administration tried to build an official definition
of the Open data, which has the merit to be formulated in a general way: Open data is “a
policy by which an organisation makes digital data available to all for the purpose of
transparency or to enable their reuse, especially for economic purposes”.® The idea of Open
data is to promote the spread and use of data. It implies a total and free access to data, but
also that data must be made available in an open format for reutilisation. This movement
goes beyond the public sphere and also concerns data produced and owned by the private
sphere. Open data is part of the idea that digital and data should be a common good and

must be protected.

Next to the Open data movement, the notion of public data must be individualised.
Indeed, public data could be defined as “open and raw information held or collected by a
public entity and intended to be freely accessible. These data seem to be freely available to
any citizen but cannot exclude possible protection as well as restrictions by intellectual
property law or databases.” But in the Member States, public data often comes out of a
bigger notion: the administrative document. For example, in France, public data is finally an
interpretation, a particular part of the administrative document access law.® In Spain, the
right to access to information held by public administrations concerns any support (law
19/2013 of 9 December 2013, article 13)° and in ltalia, the issue of the opening of public
data is also part of the administrative document access law.™

In summary, Keegan McBride, Maarja Toots, Tarmo Kalvet and Robert Krimmer
distinguish public data from the influence of the movement of open data on public data as

* A-L. Stérin, M. Battisti, « Des données et des droits : Documentaliste-Sciences de l'information

(DocSl) » [2012], vol. 49, n° 3, p. 20: “a generic term that covers very different realities: photo,

number, fact, etc.”.

® This notion also deserves a definition: according to the Commission Nationale Informatique et

Libertés [French Data Protection Authority], Big Data “means not only huge amounts of miscellaneous

data but also the techniques that make it possible to process them, to make them talk, to identify

unexpected correlations, even to give them a predictive ability. Similarly, artificial intelligence is

inseparable from the huge amount of data needed to train it and, in return, artificial intelligence

processes the data” CNIL, “Comment permettre a 'homme de garder la main ? Les enjeux éthiques

des algorithmes et de l'intelligence artificielle®, [2017], 18

® French Administration, Vocabulaire de l'informatique et du droit, JO 3 mai 2014, [2014] p. 7639.

"Y. Chéron “La réutilisation des données publiques : bases de données et open data” [2011] AJCT,
. 391.

E)Indeed, even if few laws use the term of data (see the article 17 of the French Parliament Loi 2016-

1321 pour une République numérique [2016] JO 0235), the public data legislation is part of the

administrative document access law.

9 Spanish Parliament, Ley 19/2013, de 9 de diciembre, de transparencia, acceso a la informacién

publica y buen gobierno

% G. Mancosu « L'accés aux données publiques et aux codes sources en ltalie. A la recherche d’'une

« transparence algorithmique », a 'aube du réglement général sur la protection des données » [2018]

RFAP n°167, p.575-584



follows: “- Public data: “Public information (hereinafter information) is information which is
recorded and documented in any manner and on any medium and which is obtained or
created upon performance of public duties provided by law or legislation issued on the basis
thereof (Riigikogu 2000); - Open government data (OGD): “Data that is collected and
maintained by the government, machine-readable, human understandable, and licensed for
all to use, share, and access (O’Reilly Media 2018)”."" For these authors, “in essence, all
OGD is public data, but not all public data is OGD”, because open government data needs
to be, for instance, easily available to the public, unlike public data.

The opening of public data has mostly increased under the presidency of Barack
Obama since 2008. An important date for OGD is President Obama’s memorandum on
Transparency and Open Government, in January 2009: “Government should be transparent
(...). Government should be participatory (...). Government should be collaborative”."* Of
course, the opening of public data already existed before 2008, and traditionally, Sweden is
described as a pioneer: the first Swedish law on access to administrative documents dates
back to 1776 (Tryckfrihnetsférordningen or “the fundamental law on the freedom of the
Press”)." Furthermore, and to give more examples, the United States passed the Freedom
of Information Act (FOIA) in 1977, and France passed a similar law in 1978." However,
these first laws created a free access only to a limited amount of administrative documents,
and these documents were opened only for individuals who asked for it: there was no real
political will to fully open administrative documents.

Mostly since the early 2000s, Governments became aware of the advantages of
opening administrative documents and, moreover, that the digital allowed the administration
to share widely its information through the opening of public data. Three major benefits can
be identified. Firstly, a democratic benefit, which is related to the transparency and the ability
to control the Administration'®. Secondly, a financial benefit: indeed, according to partisans
of the Open data, taxpayers have already paid for the public data."” Finally, an important
economic benefit explains why governments open public data: some data held by the
Administration have a decisive role for economic operators. In a way, these important data
could even be compared to essential infrastructures.

The opening of public data is a European issue: indeed, many Member States of the
EU have already passed laws on this subject. These laws have similarities, but also
differences. It shows that the idea of an open government takes many forms in the EU.
Moreover, it is interesting to study the opening of public data by comparing national

" K. McBride, M. Toots, T. Kalvet and R. Krimmer “Leader in E-Government, Laggard in Open data:
Exploring the case of Estonia” [2018] RFAP n°167, p. 613-626

President Obama, Memorandum on Transpareny and Open Government [2009]
https://obamawhitehouse.archives.gov/the-press-office/transparency-and-open-government
' P. Jonason “Le droit d’accés & l'information en droit suédois : une épopée de 250 ans” [2016]
http://ojs.imodev.org/index.php/RIDDN/article/view/137/175
" US Congress The Freedom of Information Act [1977]
'* French Parliament Loi n° 78-753 du 17 juillet 1978 portant diverses mesures d'amélioration des
relations entre I'administration et le public et diverses dispositions d'ordre administratif, social et fiscal
1978]
LG President Obama, Memorandum on Transpareny and Open Government [2009]
https://obamawhitehouse.archives.gov/the-press-office/transparency-and-open-government:
“Transparency promotes accountability and provides information for citizens about what their
Government is doing”.
" M. Bourgeois Droit de la donnée [2018] Lexis Nexis, Droit & professionnels p.299: “data generated
bBy the public sector, when financed by the tax, are common resources of the nation”.
'® Administrateur général des données, Rapp. au Premier ministre, La donnée comme infrastructure
essentielle, 2017, p.41



legislations because the Members States are influenced by the same European law. One of
the biggest European regulation on data is the General Data Protection Regulation of
2016, but regarding the OGD, the influence of the directive on the reuse of public sector
information (also known as “the PSI Directive’®) is important. Actually, the influence of the
European legislation is growing since the first version of the PSI Directive in 2003: the PSI
Directive implements a framework to all the different national legislations on the opening of
public data. For example, PSI Directive’s article 3 ensures that the reuse of public
documents concerns commercial and non-commercial purposes.”’ However, the PSI
Directive is not currently very restrictive for Member States® and besides, at first, the PSI
Directive is not planned by the EU as an open access law for citizens: “the PSI Directive

focuses on the economic aspects of the re-use of information”.*

How are public data opened in the European Union? To answer this important issue,
we must first analyse the gradual opening of public data in the Member States. Then, we will
see how the two main rights implied by Open data are recognised in the European Union.
Finally, we will study the external limits to the opening of the public data in the EU.

1. The gradual opening of public data in the European Union

Many concerns related to the opening of public data push the Member States to pass
crucial regulations on this subject mainly since 2010: for example, the Spanish law on the
Open data is passed in 2013,%* the Italian® and the French® regulations in 2016. Yet, the
opening of the European Commission’s decisions is also part of this European movement:
the European Commission opened its own data in 2011.% So, we must study the legal
perimeter of these Open Government Data regulations. First and foremost, these rules
accept limits that reduce the real impact of the OGD in the EU. These limits can be classified
according two criteria: an organic criterion and a material criterion.

On one hand, Open data regulations are not the same in accordance with the
administration. In principle, most of the administrations are submitted to open data
Iegis;lations.28 But for instance, in France and Spain, private operators have less obligations

9 European Parliament and Council Regulation (EU) 2016/679 of 27 April 2016 on the protection of
natural persons with regard to the processing of personal data and on the free movement of such
data and repealing Directive 95/46/EC (General Data Protection Regulation)

% European Parliament and Council Directive 2013/37/EU of the of 26 June 2013 amending Directive
2003/98/EC on the re-use of public sector information
' Ibid, article 3: “Member States shall ensure that, where the re-use of documents held by public
sector bodies is allowed, these documents shall be re-usable for commercial or non-commercial
purposes in accordance with the conditions set out in Chapters Ill and IV. Where possible, documents
shaII be made available through electronic means”.

Many PSI directive provisions accept national regulations exceptions.

% European legislation on the re-use of public sector information [2019] https://ec.europa.eu/digital-
smgle market/en/european-legislation-reuse-public-sector-information

Spanlsh Parliament, Ley 19/2013, de 9 de diciembre, de transparencia, acceso a la informacion
?ubllca y buen gobierno

Itallan Parliament, Legislative Decree n°97 of 25 May 2016 Freedom on Information Act [2016]

French Parliament Loi 2016-1321 pour une République numérique [2016] JO 0235

’ European Commission Decision of 12 December 2011 on the reuse of Commission documents
2011]
LB French Parliament Loi 2016-1321 pour une République numérique [2016] JO 0235, article 2: “as
part of their public service mission, the State, the local authorities as well as by other persons of
public law or persons of private law charged with such a mission”.
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than other administrations, even if they are in charge of public services. In Spain, the Open
data law of 2013 ignores partially these private operators: the obligation of “active publicity’
does not apply to the data owned by these operators:?° the Administration has to ask the
data to the operator. According to Julian Valero Torrijos and Maria Belén Andreu Martinez,
“this intermediation constitutes an additional difficulty’.** In France, this intermediation also
exists, but the public service concession holders have the obligation to give the relevant data
to administrations.®’ The opening of public data held by private operators seems to be
related to the ability of the Administration to centralise these data. In addition, Spanish and
French legislations do not include some important private operators: in France, the data
produced by a public service in competition cannot be reused.* In Spain, private operators
“‘who are in charge of specific public activities”, “who are controlled by the administration or
financed by it’ but created as firms or foundations can ignore the reuse of public data
obligation.33 The Member States’ territorial organisation can also have an impact on the
effectiveness of Open data legislations: in Germany, the right of access to the data covers
the federal administration and the Lander.** Nevertheless, the “publication by-default’
principle does not apply to the Lander’s local administration.*®

On the other hand, not all the public data are opened at the same level in the EU.
Many exceptions exist, but some of them seem particularly interesting. First of all, the
preparatory documents used and/or produced by the Administration cannot be generally
opened: “The right of communication applies only to completed documents”.* Then, even
with completed documents, the material criterion is restricted by multiples exceptions,
according to the object of the public information. Data related to the sovereignty of Member
States is often excluded by Open data legislations: in France, all administrative documents
that are related to the secret of the Government’s deliberation, the national defence, the
conduct of the foreign policy, the State security, the public security, the security of persons
or the security of the information systems of administrations, the money and the public credit
cannot be communicated.®” The same logic exists in Italy when the access to some public
algorithms can possibly put in danger the public security and order.*® Of course, public
documents covered by industrial property rights “such as patents, trademarks, registered
designs, logos and names™ are traditionally excluded of the OGD legislations. Overall,
relations between the opening of public data and the protection of personal data are
complicated. Here, the influence of the EU on the Member States’ regulations since the

2 Spanish Parliament, Ley 19/2013, de 9 de diciembre, de transparencia, acceso a la informacion
?Oﬂblica y buen gobierno, article 4

J. Valero Torrijos M. B. Andreu Martinez L’encadrement juridique des données ouvertes en
Espagne [2018] RFAP n°167, p.601-612
%" French Parliament Loi 2016-1321 pour une République numérique [2016] JO 0235, article 17
%2 Erench Parliament Loi 2016-1321 pour une République numérique [2016] JO 0235, article 11
% J. Valero Torrijos M. B. Andreu Martinez L'encadrement juridique des données ouvertes en
Espagne [2018] RFAP n°167, p.610
% German Parliament E-Government Act of 25 July2013 (Federal Law Gazette [BGBI.] Part | p. 2749
% |bid, Section 12a
% French Code “Code des relations entre le public et 'administration”, article L311-2. European
Commission Decision of 12 December 2011 on the reuse of Commission documents [2011]: “to
documents resulting from ongoing research projects conducted by the staff of the Commission which
are not published or available in a published database”.
¥ French Code “Code des relations entre le public et I'administration”, article L311-5
% G. Mancosu « L'accés aux données publiques et aux codes sources en ltalie. A la recherche d’'une
« transparence algorithmique », a 'aube du réglement général sur la protection des données » [2018]
RFAP n°167, p.582
% European Commission Decision of 12 December 2011 on the reuse of Commission documents
[2011] article 2
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implementing of the General Data Protection Regulation in 2016 is incontestable.*® The
protection of personal data does not fit well with the opening of public data. Thus, either the
personal data is an obstacle to the opening of public data containing personal information,*’
or it implies a significant work for the administration to anonymise data.*? However, and even
if the administration can anonymise the personal data, the risk of re-identification by crossing
with other data still exists: this implies a re-identification risk analysis by the Administration,
before opening data.*?

This leads us to question the effectiveness of the rights shaping the opening of public
data.

2, The European translation of the rights implied by the opening of
public data

The opening of public data in the EU is based on two rights granted to citizens: the
right of access to public information and the right of reuse public information.

The right of access to public information is historically the first which has been
recognised. However, it is possible to distinguish two periods. The “traditional one”, is quite
old, as described in the introduction, even if mainly, the first European laws on this matter is
nearly at the end of the 20" century (French Law in 1978,* Italian Law in 1990*) or at the
early 21% century (Estonian Public Information Act in 2001, German Freedom of Information
Act in 2005). This first step is limited: the access to public information only affected a
citizen’s request, who had to demonstrate his interest to access to such data. Nowadays,
this phase seems to be complete in the EU, this right of access is a minimum: European
citizens who require access to public data just have to ask the Administration. Then, more
recently, European Governments have integrated Open data outcomes: more and more,
European administrations forestall the right for citizens to ask access to public data and
publish the data on their own initiative: it is the “open-by-default principle” or the “active
publication principle”.*® From a practical point of view, this evolution of the right of access to
public information is expressed by the creation of digital platforms, accessible to everyone
via the Internet. This platform created by the Administration will allow each Member State
(but also the European Commission®’) to make available to citizens the data and databases
held by the administrations: for instance, portaltransparencia.gov.br in Spain, data.gouv.fr in
France, govdata.de in Germany or opendata.riik.ee in Estonia.

The right of reuse public information is the object of the PSI Directive and is the
second right that form the effectiveness of an opening public data policy. According to the
European Open data portal, “by providing easy access to data — free of charge — we aim

40 .
Ibid
“! French Parliament Loi 2016-1321 pour une République numérique [2016] JO 0235, article 6
42 Spanish Parliament, Ley 19/2013, de 9 de diciembre, de transparencia, acceso a la informacion
publica y buen gobierno, article 5.3
3 J. Valero Torrijos M. B. Andreu Martinez L'encadrement juridique des données ouvertes en
Espagne [2018] RFAP n°167, p.607
* Ibid
* Jtalian Parliament Administrative Procedure Act n°241 of 7 August 1990.
8 For example, French Parliament Loi 2016-1321 pour une République numérique [2016] JO 0235,
article 3
*" EU Open Data Portal: data.europa.eu/euodp/data
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to help you put them to innovative use and unlock their economic potential’ *® This quote
raises at least two comments on the conditions to fulfil to have a real right of reuse. A right of
reuse public information is relevant only if the legal framework ensures the free access to
data. Increasingly, the reuse of data is free of charge, but not always. For this reason, the
PSI Directive restricts the cost that an administration can ask: “the total income from
supplying and allowing re-use of documents shall not exceed the cost of collection,
production, reproduction and dissemination, together with a reasonable return on
investment. Charges should be cost-oriented”.*® Despite the PSI Directive, there is still
examples of administrations that limit the right of reuse by implement disproportionate
costs.”® Besides, the data must be easily readable by a machine. This condition becomes a
major issue for Open data since the quick growth of artificial intelligence. So, most of the
Member States have taken measures: data opened has to be in an "open format, readable
by a machine" according to the Spanish legislation.®' In Germany, “the data will in principle
be provided in a machine-readable format’ since the E-Government Act of 2013 (but this
mandatory digitalisation only concerns federal administration).>

However, the right of access to public information and the right of reusing it can be
limited in fact by problems that are external but not unknown to the field of data.

3. The main external limits to the opening of the public data in the
European Union

These outside limits are plentiful, but it is possible to dwell on three problems: the
digitalisation of the functioning of the Administration, the transparency of the algorithms and
the transparency of metadata.

Indeed, a non-digital administration can be a huge obstacle to the opening of public
data. As we saw in the introduction, data can be non-digital data, but the digitalisation allows
a greater opening of data, and makes it easier to reuse public information. Furthermore, the
European OGD legislations can exclude non-digital information. Thus, the German
legislation excludes from the publication raw data that are produced by administrative action
or public services provided by third parties ; when the information is initially kept on a paper
format.>® So, it would be possible for administrations to avoid Open data obligations by
creating and keeping some data in paper format. Here, it is interesting to notice that the
2020’s seems to be an important period for open and digital administration. Thus, for Spain
and France, the horizon for a digital administration is represented by the beginning of the
2020s: 2020 for Spain, with the mandatory use of digital for the Administration (that will
come fully into effect in 2020)* and 2022 for France, where the current Government aimed
for “the digitalisation of all administrative procedures, except for the first issue of an identity

“8 https://data.europa.eu/euodp/about
9 European Parliament and Council Directive 2003/98/EC on the re-use of public sector information
L§003] article 6

For example, about the access to the Spanish justice decisions, see J. Valero Torrijos M. B. Andreu
Martinez L’encadrement juridique des données ouvertes en Espagne [2018] RFAP n°167, p.609
*" Spanish Parliament, Ley N° 37/2007, de 16 de noviembre, sobre reutilizacion de la informacion del
sector publico [2007]
°2 |bid.
°% German Parliament E-Government Act of 25 July2013 (Federal Law Gazette [BGBI.] Part | p. 2749,
Section 12a
 J. Valero Torrijos M. B. Andreu Martinez L'encadrement juridique des données ouvertes en
Espagne [2018] RFAP n°167, p.603
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document’ (but this mandatory digitalisation only concerns State administration).*® Counter-
examples exist in the EU. According to K. Bride, M. Toots, T. Kalvet and R. Krimmer,*
Estonia is a leader in the field of e-government : 99% of Estonian public services are online,
and the legislator implements digital, secure and systematised exchanges between the
administration and the citizen via the so-called “X-Road platform” and an e-identity since
2001-2002. But Estonia seems behind concerning the opening of public data.”” These
authors show that the e-government seems to work so well that it may explain Estonia's
delay in the area of OGD: the exchange of data on X-Road is sufficient for citizens.
However, Estonia wants to catch up, and aims also for 2020.

Furthermore, algorithms used by the Administration have to be also transparent:
indeed, why making transparent public data, while algorithms using or producing these data
are not themselves transparent? Member States have understood this issue, and develop
legal frameworks to avoid it. But, for the moment, algorithms, as a technical process, keep
having difficulties to be well integrated in the juridical sphere. For instance, Italy and France
use traditional notions of public law. In Italy, the algorithm’s source code has to be publicly
released because the ltalian law®® and case law® compare the source code to an
administrative act. Therefore, the algorithm must respect the general rules of transparency
of administrative acts®. In France, since 2016, transparency of the algorithm’s source code
is ensured by the general transparency rules for administrative documents.®® Sometimes,
the Administration tries not to apply this transparency obligations for public algorithms. A
French law from 2018 (known as “law ORE”), creates an exception in transparency
legislations for the placement algorithms for high school students used by the French
universities.®? Even if this legal exception has its reasons,® the risk lies in the potential
multiplication of these exemptions from the transparency rules. An even more questionable
case has occurred with the French administration, which was able to merge these two first
external limits. Still in the academic field, the French Commission for Access to
Administrative Documents (CADA)* obliged the National Education to communicate to an
association of high school students the old algorithm of placement in universities

°® French Parliament, National orientation strategy for public action Loi n° 2018-727 du 10 aolt 2018
Eeour un Etat au service d'une société de confiance [2018]

K. McBride, M. Toots, T. Kalvet and R. Krimmer “Leader in E-Government, Laggard in Open data:
Exploring the case of Estonia” [2018] RFAP n°167, p. 613-626
*" Ibid., p. 615: “Why is Estonia struggling with providing and maintaining OGD when it appears to be
a leader in many other aspects of digital governments?”

%8 Jtalian Parliament Administrative Procedure Act n°241 of 7 August 1990 [1990], article 22.1
%9 Regional Administrative Court of Lazio Roma, ect. Ill. Bis, March 22, 2017, n°3769
0 G. Mancosu « L'accés aux données publiques et aux codes sources en ltalie. A la recherche d’'une
« transparence algorithmique », a 'aube du réglement général sur la protection des données » [2018]
RFAP n°167, p.580-581
®" French Code “Code des relations entre le public et 'administration”, article L300-2 : "Administrative
documents ... include records, reports, studies, minutes, minutes, statistics, instructions, circulars,
ministerial notes and replies, correspondence, opinions, forecasts, source codes and decisions".
®2 French Parliament, Loi n° 2018-166 du 8 mars 2018 relative & I'orientation et a la réussite des
étudiants [2018]
% A non-final judgment of the Administrative Court of Guadeloupe asked the University of the West
Indies to publish these algorithms, see, C. Stromboni “Parcoursup : la justice enjoint a une université
de publier son algorithme de tri”, Le Monde [2018]
https://www.lemonde.fr/campus/article/2019/02/06/parcoursup-la-justice-enjoint-une-universite-a-
&ubIier—son—algorithme—de—tri_541 9762_4401467.html

CADA, avis n°20161989, 23 juin 2016, min. Education nationale [2016]
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(“Admission Post-Bac”, or APB). Surprisingly, the Administration decided to communicate, in
an incomplete format, the source code of the algorithm on paper format.®

Finally, the metadata transparency is the third main limit to a European relevant
framework for the opening of public data. The importance of metadata was highlighted by
the spying scandal on a very large scale carried out by the National Security Agency (NSA).
NSA’s surveillance focused mostly on these metadata.®® Indeed, metadata give information
on the data itself, as described by a French ministerial Decree from 2017: “The
administration that produces the reference data provides at least the following information
(metadata): - information on the source and the date of the last update of the data, - the title
of the data; - the description of the data; - the periodicity for making the data available; - the
format of the data; - the geographical coverage of the data; - the re-use license applicable to
the data; - the keywords of the data”.®” Equivalent rules exist in other Member States, such
as in Germany, where the opening of the metadata is also conceived at the same time as
the publication of the data: public data “are to be provided with metadata. The metadata will
be included in the national metadata portal GovData".®®

These three limits demonstrate that the legal framework for the opening of public data
in the European Union will only be fully relevant when the environment of the public data
would be itself transparent and shared.

Conclusions

To conclude, the European legal framework on the Open data is not behind when we
analyse the architecture of rights granted to citizens and international comparisons.®
However, certain legal limits put in place in national legislation, notably about the scope of
the OGD obligations, still restrain the access and the reuse of these data of general interest.
Even if some external legal limits to the transparency of public data in Europe are worrying,
it is clear that the European law and national laws are moving towards a digital
administration that is more open to the society.
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COMPANY GROUPS REGULATION: LEGAL AND
TECHNOLOGICAL CHALLENGES

Edvinas Bakanauskas'

Abstract

Conventionally, company law was aimed at regulating the activities of individual
companies. A small number of owners who were mostly related to family or friendship
relationships was characteristic of such companies. Generally, such companies would
produce or sell one kind of goods and operate on the local geographic market’. However,
favourable economic conditions and the right of the company to become a member of
another company have determined the emergence of company groups. Until a company was
allowed to become a shareholder of another company, neither parent companies, nor
subsidiaries were known in company law.

On the other hand, despite the fact that company groups are an integral part of
modern economy, only a few fragments of this institute have been established in a number
of European Union (hereinafter — the EU) countries, including Lithuania. Such legal
uncertainties and confusion lead to a gap between legal and economic realities. Company
groups are obliged to operate according to the legal norms, which are adapted to the
classical concept of a legal entity, but only partly comply with the specifics of company
groups. Accordingly, the question arises whether the current legal regulation is appropriate
to company groups. Besides, it is important to find out what technological challenges are
encountered in the regulation of group activities and how to overcome them.

Keywords: Company groups, legal and technological challenges.

Introduction

Despite the fact that company groups are an integral part of modern economy, only a
few fragments of this institute have been established in a number of European Union
(hereinafter — the EU) countries, including Lithuania®. Such legal uncertainties and confusion

' PhD candidate in Vilnius University, Faculty of Law. Topic of the dissertation: Protection of Minority
Shareholders’ Rights in Group of Companies.

2 J. E. Antunes, Liability of Corporate Groups. Autonomy and Control in Parent-Subsidiary
Relationships in US, German and EU Law. An International and Comparative Perspective (Denventer,
The Netherlands: Kluwer Law and Taxation Publishers 1994), p. 57.

3 At the national Member States level, there are four major approaches: comprehensive regulation,
partial regulation, case law recognition of the interest of the group, and lack of treatment. The first
approach consists in a global and comprehensive regulation of groups of companies. This approach
originates in Germany. A second approach consists in a partial or selective regulation, this is the case
of Italy. The third approach is the French one. It derives from the 1985 Rozenblum decision of the
French Supreme Court. Finally, some companies acts have no specific provisions on group interest.
This approach is followed for instance in the Lithuania. European Model Company Act (EMCA)

18



lead to a gap between legal and economic realities. The lack of comprehensive regulation of
company groups in Lithuania gives rise to a number of issues: more complex company
group management, lack of properly ensured interests of minority shareholders and creditors
of a company group.

The first part analyses issues relating to management of company group. For instance,
a great deal of attention is paid to the recognition of the interest of the group. The second
and third part deals with issues of protection of shareholders and creditors of a company
group. The last part analyses issues relating to technological challenges in the regulation of
group activities.

In the research analysis, the author also presents his position on the lack of company
group regulation in Lithuania and submits proposals how to fight the legal and technological
challenges.

1. Management of company group

Traditionally, it is acknowledged that the management bodies of a single company
have to operate according to the company’s interests. A typical aim in this case is to
maximise profit, take a larger share of the market, improve product quality“.

However, this is not entirely the case for a company group. The interests of each
company in the company group make up only a certain share of the overall interests of the
company group’. Therefore, in certain cases the management bodies of a subsidiary might
have to solve a dilemma: to follow the orders of the parent company and thus fulfil the
interests of the company group, or to exclusively represent the interests of the subsidiary. In
fact, as per the existing Lithuanian regulation, the management body members do not have
any choice but to represent the interests of the subsidiary. Article 2.87 of Civil Code of the
Republic of Lithuania® (hereinafter — CK) establishes the main duties for the management
body members of a legal person’. In clarifying said article, the Supreme Court of Lithuania
(hereinafter — LAT) has indicated multiple times that legal person’s management body
members have a duty to exclusively represent the interests of the legal person (CK Article
2.87) and a failure to fulfil or inadequate fulfiiment of this duty makes the management body
member liable under CK Article 2.87, Paragraph 7°. Therefore, according to the existing
regulation and LAT stance, if the management body members of a subsidiary, acting under
the parent company’s orders, make a decision not for the benefit of the subsidiary but for the

[2017], accessed 10 April 2019. Accessible via the internet at:
<http://law.au.dk/fileadmin/Jura/dokumenter/forskning/projekter/EMCA/2017-03-
30_EMCA_withlinks.pdf >, p. 355.
* J. E. Antunes, Liability of Corporate Groups. Autonomy and Control in Parent-Subsidiary
Relationships in US, German and EU Law. An International and Comparative Perspective (Denventer,
;I'he Netherlands: Kluwer Law and Taxation Publishers 1994), p. 63.

Ibid., p. 67.
® The Civil Code of the Repubilic of Lithuania [2000]. Valstybés Zinios, 2000, nr. 74-2262.
" BAKANAS, A., et al. Lietuvos Respublikos civilinio kodekso komentaras. Antroji knyga. (Vilnius:
Justitia 2002), p. 192.
® panel of Judges of the Civil Division of the Supreme Court of Lithuania. 22 October 2008 ruling in
the civil case Alaja ir ko UAB v. K. A. and V. A., No. 3K-3-509/2008, cat.: 27.1; Panel of Judges of the
Civil Division of the Supreme Court of Lithuania. 12 September 2014 ruling in the civil case Mitnija
UAB v. Statyby kryptis UAB, V. G., A. J., third party Nigema BUAB, No. 3K-3-389/2014, cat.: 27.7;
Panel of Judges of the Civil Division of the Supreme Court of Lithuania. 11 December 2015 ruling in
the civil case Creditum UAB v. G. Z., No. 3K-3-665-969/2015, cat.: 2.2.2.7.
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benefit of the company group, they will be considered to have violated their duty to
exclusively represent the subsidiary’s interests.

On the one hand, it is agreeable that the management bodies of a single company
must exclusively represent that company’s interests. On the other hand, the questionable
part is that the same regulation should also apply to company groups. As already
mentioned, the interests of one company in the company group make up only a certain
share of the overall interests of the company group. So in practice the parent company gives
instructions to the management of a subsidiary, thus implementing the joint interests of the
company group. It is clear that, without making it possible in certain cases for the
subsidiary’s management bodies to represent the interests of the entire company group
instead of only those of the subsidiary, quite a few issues arise. Firstly, the application of the
existing company legal regulations for company groups does not correspond to the
economic reality. In certain cases the management bodies of a subsidiary represent the joint
interests of the company group that are in line with the interests of the parent company but
that are not in line with the interests of the subsidiary. Secondly, in implementing the
company group’s interests that go against the subsidiary’s interests, the subsidiary’s
management bodies violate their duties indicated in CK Article 2.87 to exclusively represent
their legal person’s interests. This means that the subsidiary’s management body members
are not properly protected. The specific circumstances of management bodies within
company groups should be taken into account.

1.1. The interests of the group and the right of a parent company to
give instructions to the management of a subsidiary

As mentioned above, neither the CK nor the Republic of Lithuania Law on Companies®
enables the possibility in certain cases for the subsidiary’s management bodies to represent
the interests of the entire company group instead of only those of the subsidiary.
Accordingly, in case of representing the company group’s interests instead of the
subsidiary’s interests, the subsidiary’s management bodies may be considered to have
violated their duty established in CK Article 2.87 — to exclusively represent their legal
person’s interests. Therefore, it is obvious that Article 2.87 of CK is adapted to single
companies and not always can be appropriately applied with regard to the management of
the companies within a company group. This issue has to be solved, but the main question
is how. The Lithuanian company law is expected to establish the same right as is
established in the European Model Company Act, Chapter 15, allowing a parent company to
give instructions to the management of a subsidiary and acknowledging the interests of the
company group. In short, the EMCA Chapter 15 Section 16 establishes the interests of a
company group, making it possible for the management of a subsidiary to make a decision
that goes against the interests of that subsidiary, especially upon receiving instructions from
the parent company to do so. However, such a decision can be made only under certain
conditions which are also set out in said section. In such a case, the management body of a
subsidiary would not be considered to have violated its fiduciary duties. And the EMCA,
Chapter 15, Section 9 establishes the right of a parent company to give instructions to the
management of its subsidiary. Naturally, a question may arise, why exactly the EMCA’s
provisions should be adopted. Firstly, because the EMCA’s provisions are modern',

° Republic of Lithuania Law on Companies [2000], Valstybés zZinios, 2000, nr. 64-1914.
' The EMCA was designed to solve the relevant issues of company law. For instance, EMCA, Article
15 was designed to solve the issue of a lack of company group regulation. For more on the relevance
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compatible with the applicable EU legislation and, most importantly, because the EMCA’s
provisions were formulated taking into account the best legal practices of the EU member
states.

2. The problems of protecting the rights of minority shareholders in a
company group

It is usually accepted that a share grants its owner the three rights: the right to
participate in managing the company, the right to receive a share of the profits in the form of
dividends, and the right to receive a share of the company’s assets when the company is
wound up. The other rights of the shareholder are considered additional, for instance, the
right to be informed, the right to initiate the general meeting of shareholders'’. But as soon
as a company loses its independence and becomes a part of a company group, it becomes
more difficult for shareholders to exercise their rights.

Firstly, the right to receive distributed assets of the company'2. It should be noted that
a company group is like an internal market where the parent company constantly
redistributes and manages the financial resources of its subsidiaries in order to maximise its
return on investment. Therefore, in certain cases, even if a subsidiary is profitable, the
parent company may decide not to pay dividends. In such a case, the interests of minority
shareholders may be damaged'. Secondly, the right to participate in managing a
company™. The decisions made during the general meeting of shareholders of a subsidiary
are rather declarative because usually the real decisions had already been made by the
parent company. Therefore, the voting right of the shareholders often becomes a
meaningless gesture'®

Thirdly, the right to be informed. Only when a shareholder is well informed on the
company and its activities, can he/she decide whether to purchase newly issued shares or to
sell the current ones’®. Ensuring the right to be informed in a company group is much more

of this company-law issue see: The Reflection Group on the Future of EU Company Law [2011],
accessed 11 April 2019. Accessible via the internet at:
<http://ec.europa.eu/internal_market/company/docs/modern/reflectiongroup_report_en.pdf>, p. 59 —
75.

' L. Mikaloniené. Uzdarosios akcinés bendrovés akcininko teisés ir ju gynimo bddai (Vilnius: SE
Centre of Registers 2015), p. 54, 57.

2 |t should be noted that both the right to receive a share of the profit of an active company, and the
right to receive a share of the company’s assets when it ceases to be active are separate forms of the
shareholder’s right to receive distributed assets of the company. Ibid., p. 54.

® J. E. Antunes, Liability of Corporate Groups. Autonomy and Control in Parent-Subsidiary
Relationships in US, German and EU Law. An International and Comparative Perspective (Denventer,
The Netherlands: Kluwer Law and Taxation Publishers 1994), p. 89.

" This right can be understood both in the narrow sense and in the broad sense. In the narrow sense,
the shareholder’s right to participate in managing the company is related to the general meeting of
shareholders. In the broad sense, the shareholder’s right to participate in managing the company is
not limited to the general meeting of shareholders. It also involves additional legal leverage in
controlling the company’s activities. L. L. Mikaloniené. Uzdarosios akcinés bendrovés akcininko teisés
|rJq gynimo badai (Vilnius: SE Centre of Registers 2015), p. 55.

J. E. Antunes, Liability of Corporate Groups. Autonomy and Control in Parent-Subsidiary
Relationships in US, German and EU Law. An International and Comparative Perspective (Denventer,
The Netherlands: Kluwer Law and Taxation Publishers 1994), p. 89.
® L. Mikaloniené. Uzdarosios akcinés bendrovés akcininko teisés ir ju gynimo budai (Vilnius: SE
Centre of Registers 2015), p. 59.
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difficult. For example, having information only about the activities of a subsidiary is
insufficient for the shareholder of that subsidiary to be able to make a well-informed
investment decision. The effectiveness of the subsidiary’s activities depends on the entire
company group, so only by knowing the situation in the entire company group can the
shareholder make a well-informed decision.

3. Protection of creditors in the company group

Usually, in a company group creditors’ rights could be violated in two ways. Firstly, the
structure of the company group itself reduces transparency with regard to real assets — it
creates an illusion that the liabilities of an individual company are backed by the assets of
the entire company group. Secondly, the company group often redistributes the value of its
assets'’.

It should be noted that company law presumes the limited liability of shareholders. The
limited liability of shareholders means not the company’s limited liability to the company’s
creditors but the shareholders’ limited liability to the company’s creditors™. The limited
liability of shareholders is exactly what can cause in certain cases a violation of the creditors’
rights.

Said rule was indicated in the Salomon™ case. It was exactly this case where the
corporate veil doctrine was formed, which is based on the principle of separation. At its core
is the notion that the company and its member are separate entities having separate assets
and independent liabilities according to their duties®.

In many countries, the corporate veil doctrine is applicable to company groups as well.
Therefore, a parent company can use the principle of separation and limited liability to avoid
liability to the creditors of a subsidiary. The parent company is granted the freedom to found
subsidiaries and decide the size of the subsidiaries and control their finances. When a
subsidiary becomes insolvent, its creditors cannot demand the fulfilment of its liability by
another member of the company group?'. In other words, on the grounds of limited liability,
the parent company can engage in more risky activities and avoid liability. Thus,
unconditional application of the principle of separation can damage the creditors’ interests,
especially in company groups. Obviously, the creditors’ interests should be protected. But
the question is how. Should it be established that the damage incurred by creditors must be
compensated jointly by entire company group? Or should there be exceptions to the
principle of separation?

7 G. Hertig and H. Kanda, Creditor Protection. From R. Kraakman, et al. The Anatomy of Corporate
Law: a Comparative and Functional Approach. 1st ed. Oxford: Oxford University Press. From L.
Mikaloniené, Asmeninio komercinio bendradarbiavimo pagrindinés teisinés formos: doctoral thesis.
Social sciences, law (Vilnius: Vilnius University, 2011), p. 314.

'® |bid. p. 101.

' P. Muller, Creditor Protection in the Law of Corporate Groups — A Comparison between the U.K.
and German Legal Approach (Minchen: Akademischen Verlagsgemeinschaft Miinchen 2013) p. 8-9.
2y, Papijanc, Piercing the corporate veil institutas ir patronuojangios jmonés atsakomybé pagal
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The answer to said questions depends on whether the company group can be
considered an independent enterprise or whether each member of the company group can
be considered a separate independent legal person. These are the factors that determine
against whom a creditor can make claims with regard to fulfiiment of a liability: against any
member of the company group or against one specific legal person®.

In the US, a theory was developed based on the concept of an integral unit
(hereinafter — the identification theory). This theory is known to have influence in the EU and
continental Europe as well (for example, Denmark, France, Germany). According to this
theory, the separation of the companies within a company group is ignored. The group
companies are regarded as a single enterprise. It means that the economic context is
valued, not the legal one. A group could be understood as a single enterprise due to, for
example, the its structure, joint management, mixed finances, joint business policy. It is
assessed in the economic context whether the legal form of individual companies is only an
artificial fragmentation of the joint business into separate sub-units®.

However, in many countries each company within a group is considered an
independent legal person. For example, in the case of Walker v. Wimborne the Australian
Supreme Court ruled that the CEOs of subsidiaries must act on behalf of the interests of the
subsidiary, not the entire company group. In another case, Industrial v. Blackburn, the
Australian Supreme Court clarified that the profit earned by a subsidiary cannot be
considered the profit of its parent company?®.

It should be noted that England also does not acknowledge a company group as a
single enterprise. For example, in the case of Adams v. Cape Industries plc. the court ruled
that there is no general principle that all the members of a company group should be
considered a single entity. On the contrary, the fundamental principle is that each company
of a company group is a separate legal person with respective rights and obligations®.

In Lithuania each company within a group is also considered an independent legal
person. However, the Lithuanian CK, Article 2.50, Paragraph 3 provides for an exception to
the principle of separation. As explained by the LAT, this Paragraph 3 is meant exactly for
the protection of creditors?.

It should be noted that CK, Article 2.50, Paragraph 2 establishes a general rule that a
legal person shall not be liable for the obligations of its member and the latter shall not be
liable for the obligations of the legal person with the exception of cases provided by the law
and incorporation documents of a legal person. Paragraph 3 of said article indicates that
where a legal person fails to perform his obligations due to acts in bad faith of a member of
the legal person, the member of a legal person shall, in a subsidiary manner, be liable for
the obligations of a legal person by his property. Judging from the linguistics of CK, Article
2.50, Paragraph 3, it is clear that the member of a legal person becomes liable under certain
conditions: 1) the legal person itself is unable to perform an obligation; 2) the member of the
legal person is found to have acted in bad faith; 3) a causal relationship exists between the
member’s actions in bad faith and the damage incurred by the legal person. In those cases
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where the parent company is a shareholder of the subsidiary and said 3 conditions are true,
the parent company can be liable for the obligations of the subsidiary.

On the other hand, as mentioned above, CK Article 2.50, Paragraph 3 applies only
when the parent company is a shareholder of (directly owns) the subsidiary, but in practice
the parent company often owns its subsidiaries indirectly (e.g. through another company of
the group). In such a case, said article could not apply to the parent company. Therefore, it
would be useful to supplement the wording of CK, Article 2.50, Paragraph 3 by indicating
that Paragraph 3 of said article can also apply when the parent company is not a
shareholder of the subsidiary but owns the subsidiary indirectly.

4. Technological challenges in the company group

Recently, a lot of attention is paid throughout the EU to various initiatives related to
digitalisation in company law?’. One of the most important analyses related to digitalisation
in company law was carried out in 2016. Informal Company Law Expert Group?® (ICLEG). In
this ICLEG report, the initiatives (recommendations) are divided into two main parts. 1)
digitalisation issues related to the activities of national business registries (that are engaged
with company law)®, online formation of a company, acceptability of electronic documents
as evidence; 2) electronic communication between company and its shareholders and other
stakeholders (for example, using electronic communications to provide information or
exercise rights)*. It is clear that the initiatives (recommendations) focus more on the
activities of individual companies instead of those of company groups. On the other hand,
this does not prevent said initiatives from being applied to the companies that belong to
company groups because, as already mentioned, in Lithuania as well as in other EU
countries a company is considered an independent entity of civil legal relationship (in the
context of company law). Furthermore, the ICLEG report also notes the specifics of
digitalization in the context of company groups. For example, in Chapter 15 of Part 4 of the
Report, ‘A company‘s designated homepage’, the authors present their opinion that not all
companies should be required to have a homepage — one of such cases would be when a
company belongs to a company group®'. Such a proposition of the authors of the report is
partly agreeable because the requirement to have a single homepage for the entire
company group could be implemented more easily. On the other hand, the obligation to
have a homepage irrespective of whether the company belongs to a company group or not
would help to protect the interests of the investors. The investors’ decision to invest in a
company depends on various factors (company size, financial condition, business area,
etc.), including being a part of a company group. Being a part of a company group can mean

" Another important study related to digitalisation of company law was made in 2017 by three experts
in company law. However, it mainly focused on online registration of companies and filling company’s
information but did not analyzed the specifics of company groups. Study on digitalisation on company
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<https://webcache.googleusercontent.com/search?q=cache:H5P_0ZwfJQAJ:https://ec.europa.eu/info/
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2016_en.pdf+&cd=1&hl=lt&ct=cInk&gl=It&client=firefox-b-ab>.

» |bid., p. 15.

¥ 1pbid., p. 23.

¥ Ibid., p. 27.

24



that the aim will be to seek the joint interests of the company group instead of the interests
of a particular company in that group.

Furthermore, the report indicates that the obligation for a parent company to have a
homepage with information on the entire company group including its members could be
difficult to implement because the company group can comprise hundreds of companies.
Therefore, according to the report, a more detailed analysis is needed regarding the
establishment of this obligation for parent companies. However, in the opinion of the author
of this work, it would not be useful to establish such an obligation. Firstly, this would make
the company group’s operations more dif